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What is iSCSI

ISCSI is a technology that to use network resources and NAStorage
space to serve the another machine (iISCSl-initiator) of space demand.
ISCSI can be used to transmit data over local area networks (LANS), wide
area networks (WANSs), or the Internet and can enable location-independent
data storage and retrieval. The protocol allows clients (called initiators) to
send SCSI commands (CDBs) to SCSI storage devices (targets) on remote
servers. It is a popular storage area network (SAN) protocol, allowing
organizations to consolidate storage into data center storage arrays while
providing hosts (such as database and web servers) with the illusion of
locally-attached disks.
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Add iSCSI target
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Go to Admin Home -> Volume Manager -> iSCSI page for following settings.

snapshot

B3 W E ek

Server Settings

Specify zerver name and dateime.
Uparade firmware, enable UPS and
shutdown,

Network Settings
Configure IP addrass, file sharing
protocols, SNMP, email and SSL
seftings:

Volume Manager
Administer JEBOD or RAID volumes and
setup global hot-spare disks, ISCSI.

Security Manager

Share folders and assign permissions.

Maintzin user database and guotas.

Status and Statistic
Monitor system status, Show active
connections and open files

J L

I Logout | Admin Home | UserHome | Help

Disc Server

Cache and manage CO/OVD on hard
disks_ Mount and share cached
CO/DVD images,

Backup and Restore
Snapshot, Tape backup, CD/OVD
writing, USE, SmariSync and system
TECOVETY.

Virus Protection
Real-time and scheduled virus
scanning, virus pattemn file updates

Eventand Log
Configure event nofification and view
eventlogs.

server | Network | Volume | Security | & Disc Servef | Backup | Virus Scan | Event| Status |

Information | Create | Delete | Expand | Migrate | Scanl iscsi lRecycle | o

iSCSltargetV Management\

|2 iSCSI target list

GRefresh

|No iSCSI target
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Click “Add” button to create the iSCSI target, then input following information

like below screenshot.

Server | Network | Volume | Security | & Disc Server| Backup | Virus Scan | Event| Status |
Information | Create | Delete | Expand | Migrate | Scan | iSCSI| Recycle | o

= iSCSI target configuration

Qo iSCSI qualified name

[ Targetusername: 500GBtarget

* iSCSltarget LUN:

Target Volume Name RAID Type Free ‘Q LUN size
B
©) |nasdisk JBOD 764GB 500 GB v
[T] Allgcate the disk space now
Comm
* iSCSlal ion

If you would like to allocate
the disk space to the iSCSI
target in advance, you can
enable this option for that.

Re

|| Mutual CHAP:

Initiator name: \ | (A~Z, a~z,0~9)
Password: L (A~Z, a~z, 0~9)

Re-enter password: w

CRC/Checksum (optional)
[ Data digest
Header digest

2237

After click Apply button, you will see the target start to initiate then become

“Ready” status.

Server | Network | Volume | Security | & Disc Server | Backup | Virus Scan | Event| Status |
Information | Create | Delete | Expand | Migrate | Scan | iSCSI | Recycle | @
iSCSItargetV Management\
GRefresn
= iSCSl target list
iSCSI qualified name Capacity LUN allocation Comment Status Action
500GBtarget 500GB OMB Windows Storage I Initiatingl @
—_—
= iSCSl target list -\ /-
iSCSI qualified name| Capacity LUN allocation I Comment Status Action
500GBrarget 50068 B IWindows storage| ( Ready ] |1) ()
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You have to add iSCSI initiator’s IP address for allow the client to connect to

NAStorage with iSCSI.

Server | Network | Volume | Security | & Disc Server| Backup | Virus Scan | Event| Status |
Information | Create | Delete | Expand | Migrate | Scan | iSCSI | Recycle | o

iSCSI target } Managemem\

B § List of iSCSI Allow

o Entertheinitiator name orIP: |10.1.4.78 J ;l Add initiator

= List of the allowed iSCSl initiators

Deny all initiators ]

Server | Network | Volume | Security | & Disc Serve¥] Backup | Virus Scan | Event| Status |
Information | Create | Delete | Expand | Migrate | Scan | iSCSI | Recycle | o

iSCSl target } Managemem\

= Specify List of iISCSI Allow

« Enterthe initiator name or IP: Add initiator

= List of the allowed iSCSl initiators

Initiator name/IP

—4/

[ [ |10.1.4.78

\-

S

~

If you don’t want the client to
access the iSCSI target anymore,
you can enable the checkbox to
delete it.




Connect to iSCSI tarqget

) D ) D DV

Windows 7 has installed iSCSI initiator by default; you can start that from

Control Panel -> System and Security -> Administrative Tools.

' 5]
OO > | @ bl Control Panel » System and Security » Administrative Tools J v I +5 l | Search Administrative Tools pel '
Organize v [ Open =~ 0 @
9 Favorites Name - Date modified Type Size
Bl Desktop (21 Component Services 7/14/200912:46 PM  Shortcut 2KB
& Downloads {# Computer Management 7/14/200912:41 PM  Shortcut 2KB
'_‘-J Recent Places Data Sources (ODBC) 7/14/200912:41 PM  Shortcut 2KB
(af Event Viewer 7/14/200912:42PM  Shortcut 2KB
4 Libraries [E’, iSCSl Initiator ] 7/14/200912:41 PM  Shortcut 2KB
‘z'] Documents (2 Local Security Policy 10/18/2011 415PM  Shortcut 2KB
Jﬁ Music @ Performance Monitor 7/14/200912:41 PM  Shortcut 2KB
|&=] Pictures {38 Print Management 10/18/2011 415PM  Shortcut 2KB
i Videos [2); Services 7/14/200912:41 PM  Shortcut 2KB
(& System Configuration 7/14/200912:41 PM  Shortcut 2KB
1M Computer @ Task Scheduler 7/14/200912:42PM  Shortcut 2KB
lﬂ Windows Firewall with Advanced Security ~ 7/14/2009 12:41 PM  Shortcut 2KB
€l Network Windows Memory Diagnostic 7/14/200912:41 PM  Shortcut 2KB
@ Windows PowerShell Modules 7/14/200912:52 PM  Shortcut 3KB
% iISCSI Initiator Date modified: 7/14/2009 12:41 PM Date created: 7/14/2009 12:41 PM
| Shortcut Size: 1.24 KB

23¥ Y ¥

After execute the iSCSI Initiator, you will see the pop up message like below,

you have to click “Yes” button to start the iSCSI service.

If you click “No”, you won’t

The Microsoft iSCSI service is not running. The service is required to be started for set up following steps.
iSCSIto function correctly. To start the service now and have the service start
automatically each time the computer restarts, click the Yes button.

)
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Select Discovery menu and click “Discover Portal...” button, then input IP
address of NAS iSCSI Target

r a

iSQRiator Properties

Iawél Discovery |Favorite Targets | Volumes and Devices | RADIUS | Configuration |

Target portals

The system will look for Targets on following portals: Refresh

Address Port Adapter IP address

To add a target portal, dick Discover Portal. Q [ ]

To remove a target portal, select the address above and {
then dick Remove.

Remove ‘

Enter the IP address or DNS name and port number of the portal you >
Rk 5 5 B

To change the default settings of the discovery of the target portal, dick
the Advanced button.

Q IP address or DNS name: Port: (Default is 3260.)

|1o.1.2.31l l 3260
Q Ver...
Coc )Cem ) e

More about Discovery and iSNS

Lo ) Lo ) [ ow

Targets | Discovery |Favorite Targets | Volumes and Devices | RADIUS | Configuration |

Target portals
The system will look for Targets on following portals: Refresh
Address Port Adapter IP address
10.1.2.31 3260 Default Default ]




Select Targets menu, you will see the iSCSI Target appeared; select it and click
“Connect” button for connect to the iSCSI Target.

iSCSlInitiator Properties
Targets | Discovery | Favorite Targets | Volumes and Devices | RADIUS | Configuration |

Quick Connect

To discover and log on to a target using a basic connection, type the IP address or
DNS name of the target and then dick Quick Connect.

Target:

Discovered targets

Q Name Status I
| Name
ign.iSCSI: 500GBtarget.NASD8FFA811 Inactive \

To connect using advanced options, select a target and H\»_Q
dick Connect.

To completely disconnect a target, select the target and -
then dick Disconnect. fconoect

For target properties, induding configuration of sessions,
select the target and dlick Properties.

For configuration of devices assocdiated with a target, select Devicesis
the target and then dick Devices. _

§ I : I |

Connect To Target
Target name:
gn.iSCSI: 500GBtarget. NASDSFFAS11

Add this connection to the list of Favorite Targets.
This will make the system automatically attempt to restore the
connection every time this computer restarts.

[~] Enable multi-path

= A=

Discovered targets

Refresh

Name Status
ign.iSCSI: 500GBtarget.NASDBFFA811
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Right click on Computer of Start Menu and select “Manage” to enter “Disk

Management” window, you will see a new disk there, click “OK” to initialize the
disk.

A Computer Management o l®][=
File Action View Help
|2 X &S o
& Computer Management (Local|| Volume | Layout [ Type [ File System [ Status | capacity
4 {f} System Tools s (D) Simple Basic NTFS Healthy (System, Active, Primary Partition) 19.07 GB
3 @ Task Scheduler CwWIN7 (C:) Simple Basic NTFS Healthy (Boot, Page File, Crash Dump, Primary Partition) 152.66 Gl
» @ Event Viewer
» @] Shared Folders
» @ Local Users and Groups
» (&) Performance = —
&5 Device Manager Initialize Disk (=23
«8 Storage You must inttialize a disk before Logical Disk Manager can access it.
=% Disk Management
b i Services and Applications
i Use the following partition style for the selected disks: -
@ MBR (Master Boot Record) —i
C4Disk 0 (© GPT {GUID Partition Table) ezl
f;:;; 6B Note: The GPT partition style is not recognized by all previous versions of
= Windows. It is recommended for disks larger than 2TB, or disks used on
Online tanium-based computers.
- )
CaDisk 1 [
Basic WIN7 (C)
152,67 GB 152.66 GB NTFS
Online Healthy (Boot, Page File, Crash Dump, Primary Partition)
“@Disk 2 |
Unknown
500.00 GB 500.00 GB
Notlnitialized || Unallocated b
< i + || M Unallocated Bl Primary partition ‘
—
“4Disk 1
Basic
152,67 GB
Online Healthy (Boot, Page File, Crash Dump, Primary Partition) f X X .
The disk will be Online
= then you can partition
“4Disk 2 B
B and format it.
500.00 GB 500.00 GB
Online Unallocated ‘
<iCD-ROM 0 P
DVD (&)
No Media -
< n |+ || M Unallocated Wl Primary partition ——]
—~
vu 18 » Computer » \/ v |‘,| | Search Computer pel |
Organize v System properties Uninstall or change a program Map network drive ~ » g v [ @
457 Favorites 4 Hard Disk Drives (3)
B Desktop WINT (C:) Local Disk (D:)
8 Downloads w 1 | ==
o= 135 GB free of 152 GB S 6.34 GB free of 19.0 GB
<l Recent Places

Now Volume (&) You will see the iSCSI Target

AN, 2 )
7 Rq;.lbranes S0 199 Go free 0430 GB like a general local volume
5| Documents i
; Music 4 Devices with Removable Storage (2) shown on the list.

[=/ Pictures
E Vid =N Floppy Disk Drive (A:) DVD Drive (E:)
ideos =, =




Enable iSCSI authentication (one-way)
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Change the option of iSCSI authentication to CHAP (Challenge-Handshake

Authentication Protocol), and input user name and password.

server | Network| Volume | Security | & Disc Server | Backup | Virus Scan | Event| Status |
Information | Create | Delete | Expand | Migrate | Scan | iSCSI | Recycle | o

= iSCSl target configuration
* SCSI qualified name

Targetusername: |S00CEcarget
e iSCSltarget LUN Capacity : 500GB
Allocate the disk space now
Comment: Windows Storage

* iSCSI authentication

Q ) None

Targetuser name: | iSCSI (A~Z, a~z 0~9)

Password secscscccccsccce (A~Z, a~z, 0~9) You have to input 16 characters

Re-enter password]| eeeessccsssssscs at least for the password.

[T] Mutual CHAP:
Initiator name: [ (A~Z, a~z, 0~9)
Password: | (A~Z, a~z, 0~9)

Re-enter password:

e CRC/Checksum (optional)
[[I Data digest
[“IHeader digest

Q l Apply l Cancel

2 BY Y ¥

Add iSCSI target from Discovery menu of iSCSI Initiator (Refer to Page. 6).

iSCSl Initiator Properties ==
Discovery | Favorite Targets | Volumes and Devices | RADIUS | Configuration |
Target portals
The system will look for Targets on following portals: Refresh
Address Port Adapter IP address
[ 10.1.2.31 3260 Default Default
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Select Targets menu of iSCSI Initiator (Refer to Page. 7) to click “Connect” button

then click “Advanced...” button for Input user name and password for connect to

iSCSI target.

Target name:

gn.iSCSI: 500GBtarget. NASDBFFAS11

Add this connection to the list of Favorite Targets.
This will make the system automatically attempt to restore the
connection every time this computer restarts.

[]Enable multi-path
@ o J [ cona )

General | IPsec

Connect using

Local adapter: [Defadt v]
Initiator IP: |Default -]
Target portal IP: [Defadt v ]
CRC / Checksum

Data digest Header digest

Enable CHAP log on ]

CHAP Log on information
CHAP helps ensure connection security by providing authentication between a target and
an initiator.
To use, specify the same name and CHAP secret that was configured on the target for this
initiator. The name will default to the Initiator Name of the system unless another name is

specified.
Name: Q (iSCSI
Target secret: Looooooooooooooool

Perform mutual authentication
To use mutual CHAP, either specify an initiator secret on the Configuration page or use
RADIUS.

Use RADIUS to generate user authentication credentials
Use RADIUS to authenticate target credentials

Ql[ oK ]I[ Cancel || apply |

10
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Click “OK” button to connect to iSCSI target.

Target name:

gn.iSCSI: 500GBtarget. NASDSFFAS11

Add this connection to the list of Favorite Targets.
This will make the system automatically attempt to restore the
connection every time this computer restarts.

Enable multi-path

=
22 32D

The iSCSI target will be connected and you can see the iSCS target as the local disk

volume on your PC

Targets | Discovery | Favorite Targets | Volumes and Devices | RADIUS | Conﬁgtraﬁm]
Quick Connect

To discover and log on to a target using a basic connection, type the IP address or
DNS name of the target and then dick Quick Connect.

Target: | Quick Connect... ‘
Discovered targets
Refresh
Name Status
ign.iSCSI: 500GBtarget.NASD8FFA811 Connected

To connect using advanced options, select a target and then
dlick Connect.

To completely disconnect a target, select the target and Disconnect: |
then dick Disconnect.

For target properties, induding configuration of sessions, Properties

select the target and dick Properties. T —

For configuration of devices associated with a target, select e

the target and then dick Devices.

11



Enable iSCSI authentication (mutual CHAP)
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Change the option of iSCSI authentication to CHAP (Challenge-Handshake

Authentication Protocol), and enable Mutual CHAP for input name and password.

[ Serveri Network | Y/Sniﬁ"efi Security l @ Disc Serveri Backup I Virus Scan i'Eventﬂl statusi
Information | Create | Delete | Expand | Migrate | Scan | iSCSI | Recycle | o

= iSCSI target configuration
* [SCSI qualified name

Targetusername: |S00CEtarge
e |SCSltarget LUN Capacity : 500GB
Allocate the disk space now

Comment: Windows Storage

® iSCSI authentication

) None
© CHAP
(~ 2\
Targetuser name: | iSCSI (A~Z, a~z, 0~9)
Password: sescccccsccsccee (A~Z, a~z, 0~9)
Q Re-enter passwordALooooonc..no.oo.. )
[V Mutual CHAP: S
— (. e S
iatorname i (A~Z,27,0~9) You have to input 16 characters
Password: ssesccscsscscese (A~Z, a~z, 0~9) at least for the password and
must be different to the iSCSI
Re-enter password| eeeesecssscsscce ) el

e CRCIChecksum (optional)
[[] Data digest
[C]Header digest

e [ 2pply | [ cancel |

12
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Execute iSCSI Initiator then select Configuration menu for input Initiator name

and password.

iSCSIInitiator Properties

Qi
| Targets | Discovery | Favorite Targets | volumes and Devices | Fe83 | Configuration

the initiator.

the initiator otherwise tries to reconnect to a target.

particular connection.

Initiator Name:

Configuration settings here are global and will affect any future connections made with

Any existing connections may continue to work, but can fail if the system restarts or

When connecting to a target, advanced connection features allow specific control of a

ign. 1991-05.com.microsoft:eric-pc

iSCSI Initiator Name 23

The iSCSI initiator name is used to uniquely identify a system to iSCSI storage devices on
the network. The default name is based on the standard iSCSI naming scheme and uses
the system’s full machine name.

New initiator name:
iscsi
(Use in changing the name as your currently connected targets may not be

system restart.)

Use Default

The Initiator name and password e

have to same to what input in the >
web page of NAStorage.

The iSCSI initiator mutual CHAP secret is used to authenticate the target. The secret entered
here will have to be configured on each target that you wish to use mutual CHAP.

Mutual CHAP requires the use of initiator authentication when connecting to the target, this can
be done by using the advanced options when making connections to the target.

To dear the secret from the initiator, dick Clear and then Cancel.

Initiator CHAP secret:

22 BY Y

Add iSCSI target from Discovery menu of iSCSI Initiator (Refer to Page. 6).

Targets | Discovery |Favorite Targets | Volumes and Devices | RADIUS | Configuration |

Target portals
The system will look for Targets on following portals: Refresh
Address Port Adapter IP address
([ 10.1.231 3260 Default Default )

13
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Select Targets menu of iSCSI Initiator (Refer to Page. 7) to click “Connect” button

then click “Advanced...” button for Input user name and password for connect to

iSCSI target.

o Target

Target name:
gn.iSCS1:500GBtarget.NASDSFFAS 11|

Add this connection to the list of Favorite Targets.
This will make the system automatically attempt to restore the
connection every time this computer restarts.

[~ Enable multi-path
Q Advanced... [ ok ][ cance |

[ Enable CHAP log on]
CHAP Log on information
CHAP helps ensure connection security by providing authentication between a target and
an initiator.
To use, specify the same name and CHAP secret that was configured on the target for this
initiator, The name will default to the Initiator Name of the system unless another name is

specified.
Name: Q iSCSI
Target secret: 00000000000 0000 )

Q [ Perform mutual authenﬁcation]
To use mutual CHAP, either specify an initiator secret on the Configuration page or use
RADIUS.

Use RADIUS to generate user authentication credentials
Use RADIUS to authenticate target credentials

nect To Target

Target name:
gn.iSCS1:500GBtarget.NASDSFFAS 11|

Add this connection to the list of Favorite Targets.
This will make the system automatically attempt to restore the
connection every time this computer restarts.

[~ Enable multi-path

14
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The iSCSI target will be connected and you can see the iSCS target as the local
disk volume on your PC

Targets | Discovery | Favorite Targets | Volumes and Devices | RADIUS | Configuration |
Quick Connect

To discover and log on to a target using a basic connection, type the IP address or
DNS name of the target and then dick Quick Connect.

Target: l Quick Connect...

Discovered targets

| Refresh J
Name Status
ign.iSCSI: 500GBtarget.NASD8FFAB11 Connected

To connect using advanced options, select a target and then I Gorecs I

click Connect.

To completely disconnect a target, select the target and Disconnect |
then dick Disconnect. : bRt

For target properties, induding configuration of sessions -

select the target and dick Properties. : [ sRroperlics,.. J

For configuration of devices associated with a target, select i
the target and then dick Devices. = -

New Volume (F:)

General options
Open folder to view files
.y using Windows Explorer

a 4 Use this drive for backup
- using Windows Backup

View more AutoPlay cptions in Control Panel

15



CRC/Checksum
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CRC is an error-detecting code, you can enable “Data digest” and “Header

digest” to let iSCSI Initiator make sure data are delivered correctly via iSCSI

protocol.

'~ server| Network | Volume | security | & Disc Server | Backup | Virus Scan | Event| Status |
Information | Create | Delete | Expand | Migrate | Scan | iSCSI| Recycle | (7]

|2 iSCSl target configuration
* [SCSI qualified name

Targetusername: |S00GEtarget
* SCSltarget LUN Capacity : 500GB
| Allocate the disk space now
Comment: Windows Storage

* iSCsSl authentication

© None

© CHAP ™
Target user name: | (42, a2, 0~9)
Password: | (A~Z, a~z, 0~9)

Performing CRC check, you
don’t need to enable iSCSI

Re-enter password:

Mutual CHAP: L
authentication.
Initiator name: (A~Z, a~z, 0~9)
Password: (A~Z, a~z, 0~9)
Re-enter password: _/

o CRC/Checksum (optional)
[¥] Data digest
[¥] Header digest

Q

Select Targets menu of iSCSI Initiator (Refer to Page. 7) to click “Connect” button
then click “Advanced...” button for enable CRC check algorithm in iSCSI Initiator.

Connect To Target =

Target name:

gn.iSCSI:500GBtarget. NASDSFFA811

Add this connection to the list of Favorite Targets.
This will make the system automatically attempt to restore the
connection every time this computer restarts.

[~] Enable multi-path

Coc ) (et ]

16
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Enable the CRC check algorithm with “Data digest” or “Header digest”, you can

also enable both check simultaneously.

General | Ipsec

Connect using
Local adapter: [Default -
Initiator IP: |efault -
Target portal Ip: [Default v

Q CRC / Checksum Q

Enable CHAP log on

CHAP Log on information
CHAP helps ensure connection security by providing authentication between a target and
an initiator,
To use, specify the same name and CHAP secret that was configured on the target for this
initiator. The name will default to the Initiator Name of the system unless another name is
specified

Mame: ’ iscsi \

Target secret: ‘ ‘

["] Perform mutual authentication
To use mutual CHAP, either specify an initiator secret on the Configuration page or use
RADIUS,

[T use RADIUS to generate user authentication credentials

[T Uuse RADIUS to authenticate target credentials

Ql[ OK ]I[ Cancel || apply |

223D

Click “OK” for connect to iSCSI target.

Target name:
gn.iSCSI:500GBtarget. NASDBFFAS811

Add this connection to the list of Favorite Targets.
This will make the system automatically attempt to restore the
connection every time this computer restarts.

Enable multi-path

=

17




TroubleShooting

If you are encountering some problems to connect iSCSI target, you can check

what kind of problem and find the possible reasons from the topic below:

1.iSCSI target disappear suddenly

| cannot access my local disk volume anymore, the letter is disappeared.

Possible reasons

Network connection has something wrong or NAStorage already shutdown for

a while.

Troubleshooting steps

»y

You probably will see the iSCSI Initiator status is “Reconnecting...” like below

screenshot.
First step is to check the network environment is still working properly or not, it

includes network cables, switching devices or devices (PC & NAStorage) itself ...etc.

iSCSI Initiator Properties

Targets {Discovery ] Favorite Targets ] Volumes and Devices ] RADIUS | Conﬁguraﬁonl

Quick Connect

To discover and log on to a target using a basic connection, type the IP address or
DNS name of the target and then dick Quick Connect.

Target: | Quick Connect...
Discovered targets
Name Status

ign.iSCSI: 500GBtarget.NASD8FFA811
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If NAStorage is disconnected, you can check the related Event Logs for find out
the root cause.

Server | Network | Volume | Security | i pisc Server]| Backup | Virus Scan | Event| Status |
Configuration | Web Reminder | System Log | Device Log | Security Log |

‘0 x)  SystemLog

Display: 100 ~  Severity; Info. ad
| Legend: I=Information, W=Warning, E=Error

[ ] Date/Time | Description |

| 2011/11/11 16:45:44 Set static IP address for LAN 2 - 192.168.2.1
| 2011111/11 16:45:42 Set static IP address for LAN 1-10.1.2.31
|
|

2011711711 16:45:34 S up. FAN: 1.08.
2011/11/11 16:44:32 Reboot system.

2011/11/11 14:51:46 Set static IP address for LAN 2 - 192.168.2.1
2011/11/11 14:51:44 Set static IP address for LAN 1 -10.1.2.31
2011/11/11 14:51:36 :

2011/11/11 14:45:3%__ | System shut down - by scheduled. >

2. Cannot perform iSCSI authentication

NAStorage already enabled iSCSI authentication, but iSCSI Initiator cannot
connect to iSCSI target.

Possible reasons

1. iSCSI target didn’t set iSCSI authentication correctly.
2. iSCSI Initiator doesn’t set authentication correctly.

Troubleshooting steps

Check the setting on NAStorage to make sure the authentication is enabled
correctly like screenshot.




Server | Network | Volume | Security | & Disc Server| Backup | Virus Scan | Event| Status |

Information | Create | Delete | Expand | Migrate | Scan | iSCSI | Recycle |

= iSCSI target configuration
* SCSI qualified name

Targetuser name:
iSCSI target LUN Capacity : 500GB

| Allocate the disk space now

Comment: Windows Storage

iSCSI authentication

© None

© CHAP

Targetusername: iSCSI

Password: CYYYTYYTYYYYYYYYY )

Re-enter password: eeessscscscsssee

Mutual CHAP:
Initiator name: riécs'vi
Password:

Re-enter password: assesccsssssssee

CRCI/Checksum (optional)
[[] Data digest
[C]Header digest

| (A~Z, a2, 0~9)

(A~Z, a~z, 0~9)

(A~Z, a~z, 0~9)

(A~Z, a~z, 0~9)

After enable CHAP and input
name and password, you
have to click “Apply” button
for activate the settings.

23

There are two locations can set the CHAP log on information, one is under

Discovery menu of iSCSI Initiator, another one is under Targets menu of iSCSI

Initiator.

You have to select Targets menu for input the CHAP log on information for

connect to iSCSI target.

([ argets )iscovery | Favorite Targets | Volumes and Devices | RADIUS | Configuration |
ik Connect

ver and log on to a target using a ba S e
of the target and then dick Quick ¢ Targetname:

gn.iSCS1: 500GBtarget. NASDSFFA811]
[¥] Add this connection to the list of Favori

This wil make the system automat
connection every time this com

Discovered targets

[ ] Enable multi-path

Adv: d...
Name —

[¥] Enable CHAP log on

ign.iSCSI: 500GBtarget. NASDBFFAS11

To connect using advanced options, select a target and then
dick Connect.
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Perform mutual CHAP has to input
Initiator name and password (secret)
on iSCSI Initiator, you can to refer to
Page. 13 of this guide.

R
AP tooo ormation

ame and CHAP secret that was configured on the target for this
It to the Initiator Name of the system unless another name is

D

Name:

[]use RADIUS to generate user authenty
[7]Uuse RADIUS to authenticate target creden

tion credentials

QOK v)) e




